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A&E Specification     
SightLogix SightMonitor


GPS Target Display and Coordination Software
SightLogix SightMonitor 
DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 ELECTRONIC SURVEILLANCE
28 23 00 Video Surveillance
28 23 29 Video Surveillance Remote Devices and Sensors
Note: The specifier may wish to incorporate these specifications under 

Sections 
28 16 00 
Intrusion Detection 
28 16 33 
Intrusion Detection Interfaces

28 16 33.33 
Intrusion Detection Interfaces to Video Surveillance

PART 1 – GENERAL

The intent of this document is to specify the minimum criteria for the design, supply, installation, and commissioning of the SightLogix SightMonitor Software (“GPS software”).

1.01  SUMMARY
The GPS software is a configuration management and reporting application that configures and monitors all devices in enterprise-wide intelligent video intrusion detection and tracking system.  The software displays topological position and field of view of all video detection system units and intrusion events, overlaid on a geo-positioned aerial image of the surveillance area.
1.02 SECTION INCLUDES

A. SL-SM-CS Sensor co-ordination and map-based target GPS display software
B. SL-SS-NS series GPS Analytic Target Sensor - Thermal (LWIR)
C. HD series dual-video thermal-visible GPS Analytic Target Sensor 
D. SL-ST1-DS-000 Tracking System 
1.03 PRODUCTS SUPPLIED BUT NOT INSTALLED UNDER THIS SECTION [Delete if not applicable]
1.04 PRODUCTS INSTALLED BUT NOT SUPPLIED UNDER THIS SECTION [Delete if not applicable]
1.05 LABOR AND MATERIALS
Unless otherwise provided in the Drawings and Specifications, the Contractor shall provide and pay for all labor, materials, equipment, tools, utilities, construction equipment and machinery, transportation and other facilities and services necessary for the proper execution, operation and completion of the Work.

1.06 REFERENCES

A. Conformity for Europe (CE)

B. Consultative Committee for International Radio (CCIR)

C. Electronic Industry Association (EIA)

D. Federal Communications Commission (FCC)

E. Institute of Electronic and Electrical Engineers (IEEE)

F. International Electrotechnical Commission (IEC)

G. International Organization for Standardization (ISO)

H. National Television System Committee (NTSC)

I. Phase Alternation by Line (PAL)

J. Underwriters Laboratories Inc. (UL)

K. Underwriters Laboratory Canada (ULC)

L. Factory Mutual (FM)
M. National Electrical Manufacturers Association (NEMA)

N. European Committee for Electro Technical Standardization (CENELEC)
1.07   DEFINITIONS

A. No Substitutes: The exact make and model number identified in this specification shall be provided without exception.

B. Or Equal: Any item may be substituted for the specified item provided that in every technical sense, the substituted item provides the same or better capability and functionality

C. Or Approved Equal: A substitute for the specified item may be offered for approval by the Owner. The proposed substitution must, in every technical sense, provide the same or better capability and functionality as the specified item. Such requests for approval shall be submitted in accordance with the provisions of PART 1.09 – SUBMITTALS, and must be obtained within the time frames outlined.

1.08 DRAWINGS AND SPECIFICATIONS

A. Contractor shall be provided three (3) sets of the Drawings and Specifications for his use. Additional sets, if requested by Contractor, shall be furnished to the Contractor for the actual cost of reproduction.

B. Contractor shall carefully study the Drawings and Specifications, and shall at once report any error, unforeseen circumstances, inconsistency or omission he may discover.

.

1.09 SUBMITTALS
A. General: Submittals shall be made in accordance with the Conditions of the Contract and Submittal Procedures Section.

B. Shop Drawings and Schematics: Shall depict enterprise-wide intelligent video intrusion detection and tracking system, including GPS software and associated server, in final proposed “as built” configuration. The following must be provided:
1. Connection diagrams for interfacing equipment.

2. List of connected equipment.
3. Locations for all major equipment components to be installed under this specification.

C. Product Data: The following shall be provided:

1. Technical data sheets.

2. A complete set of instruction manuals.

D. Quality Assurance Submittals: A final test report shall be submitted to indicate that every device was tested successfully in a system test.

1.010  DELIVERY, STORAGE AND HANDLING
A. Ordering: The manufacturer’s ordering instructions and lead-time requirements must be followed to avoid installation delays.

B. Delivery: The GPS software shall be delivered in the manufacturer’s original, unopened, undamaged container with identification labels intact.

1.011 WARRANTY

Manufacturer shall warrant the GPS software to be free from defects in material or workmanship for a period of at least two years. Maintenance releases shall be supported for a minimum of two years.
PART 2 - PRODUCTS

2.01 ACCEPTABLE MANUFACTURER
A. SightLogix, Inc.

745 Alexander Road

Princeton, NJ 08540

Phone +1 609.951.0008

Fax      +1 609.951.0024

www.sightlogix.com

B. Substitutions: Not Permitted

C. All intelligent video intrusion detection and tracking system elements shall be supplied from a single manufacturer

2.02 GENERAL SYSTEM DESCRIPTION

The GPS software shall be capable of configuring and monitoring all devices in the video intrusion detection and tracking system.  The software shall display topological position and field of view of all video detection system units and intrusion events, overlaid on a geo-positioned aerial image of the surveillance area.  PTZ tracking cameras shall be represented as cones within a topology map that dynamically updates or is manually controlled by an operator.
2.02 GPS SOFTWARE
A. GPS software shall provide automatic video detection system element discovery and allow efficient setup of target tracking system.

B. GPS software shall manage information from the target tracking system and its distribution to a network video management system for display of video, GPS coordinates, and alarm and other information from video detection system devices; or, to a command and control system, for integrated monitoring of multiple types of sensors.
C. The GPS software shall allow configuration of the tracking system for tracking priority, including first target acquired, newest target, closest target, fastest moving target, and largest target.
D. GPS software shall provide topological position and field of view of all target tracking system elements, represented as cones, overlaid on a geo-positioned aerial image of the surveillance area, in standard image format (e.g. JPEG).

E. GPS software shall assign each tracked object a unique ID, and maintain configuration, camera, and target information in a database and plot GPS locations of all security violations overlaid on the aerial image in real time via red dot markings.
F. GPS software shall dynamically update the topology map or allow manual control by an operator.

G. GPS software shall be installed on a Coordination System (CS) server as a self-installing software layer and one or more clients.

H. The CS server shall be capable of hosting and seamlessly interoperating with the video management application without modification to either application or requiring middleware.

I. The client shall be the graphical interface to the CS server and consist of the site map and status tabs containing detailed information about each camera, target, and system event. It shall display target and camera information maintained by the server and present a series of user-input screens for calibrating and making configuration changes, including setting up alarm policies and adjusting the video settings.  
J. The CS server shall be capable of working on standard PC hardware running Windows 7 Professional, Windows 10 Professional (32-bit or 64-bit); Windows Server 2003, 2008, 2012, 2016 (32-bit or 64-bit) operating systems.
K. GPS software shall allow creation of password protected user accounts with user access, qualified to at least three levels (operator, administrator and security chief), and storage of multiple system configurations under password protected access.  

L. The CS server shall be capable of simultaneously managing multiple sites, allowing administrators to add, configure, calibrate, and monitor cameras remotely; and multiple operators to view any sites for which they are authorized using the client application from any PC on the network or over the Internet, using web-based protocols.
2.03 SYSTEM  REQUIREMENTS
A. CS Server:
Operating System
Windows 7 Professional, Windows 10 Professional (32-bit or 64-bit); Windows Server 2003, 2008, 2012, 2016 (32-bit or 64-bit)
Processor
Windows 7 and 10: Core i3 3.4 to 4.2 T GHz clock speed or faster (or similar AMD processor)

Windows Server: 1.4 GHz (64-bit processor) or faster


for single core (or similar AMD processor)


1.3 GHz (64-bit processor) or faster for multi-core


(or similar AMD processor)

Memory
4 GB RAM
B. Client:

Operating System
Windows 7 Professional, Windows 10 Professional (32-bit or 64-bit); Windows Server 2003, 2008, 2012, 2016 (32-bit or 64-bit)
Processor
Windows 7 and 10: Core i3 3.4 to 4.2 T GHz clock speed or faster (or similar AMD processor)


Windows Server: 1.4 GHz (64-bit processor) or faster


for single core (or similar AMD processor)


1.3 GHz (64-bit processor) or faster for multi-core


(or similar AMD processor)

Memory
4 GB RAM
Graphics Card
1 GB Direct X9 support or later with WDDM 1.0 driver 

C. Network:

Ethernet Compliance:
Wired:
IEEE 802.3, 802.3i, 802.3u
Wireless:
IEEE 802.11 a/b/g (optional)

Interfaces:
 

Wired:
RJ45 


Wireless:
Integral (optional)

Operating Mode: 
Full-duplex

Protocols:
Internet Protocol (IP), User Datagram Protocol (UDP), Transmission Control Protocol (TCP), Dynamic Host Control Protocol (DHCP), Address Resolution Protocol (ARP), Interior Gateway Management Protocol (IGMP) 3.0, Domain Naming System (DNS), Hypertext Transfer Protocol (HTTP and HTTPS), Real-Time Transport Protocol (RTP), Real-Time Streaming Protocol (RTSP), Network Time Protocol (NTP), Secure Shell (SSH), Secure Socket Layer/Transport Layer Security (SSL/TLS),Service Location Protocol (SLP)
2.04 COMPATIBLE SYSTEM ELEMENTS
A. Video Detection System Cameras: The system shall be capable of communicating, via industry standard XML over a HTTP/HTTPS interface, with a video detection system in order to allow configuration of detection system element parameters; and, to receive information concerning detected objects, including GPS position, size, heading, speed, aspect ratio, and alarm zone. 

B. Tracking System: The system shall be capable of communicating, via industry standard XML over a HTTP/HTTPS interface, with a tracking system in order to allow configuration of tracking system parameters; and, to receive video from the tracking cameras and information concerning current coverage area and tracked objects within them. 

PART 3 - EXECUTION
3.01 INSTALLATION
Installation should be performed by qualified service personnel only in accordance with the National Electrical Code or applicable local codes.

3.02  ACCEPTABLE INSTALLERS

A. The system shall only be provided by Contractors who are factory authorized to install, service and maintain the system by the system manufacturer.
B.  The Contractor’s installers and technicians shall also be factory trained and certified to perform such tasks.
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